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Overview of the Session Initiation Protocol

This chapter provides an overview of SIP. It includes the following sections:

• Introduction to SIP, page 1-1

• Components of SIP, page 1-2

• How SIP Works, page 1-3

• SIP Versus H.323, page 1-8

Introduction to SIP
Session Initiation Protocol (SIP) is the Internet Engineering Task Force’s (IETF’s) standard for
multimedia conferencing over IP. SIP is an ASCII-based, application-layer control protocol (define
RFC 2543) that can be used to establish, maintain, and terminate calls between two or more end p

Like other VoIP protocols, SIP is designed to address the functions of signaling and session
management within a packet telephony network.Signalingallows call information to be carried across
network boundaries.Session managementprovides the ability to control the attributes of an end-to-en
call.

SIP provides the capabilities to:

• Determine the location of the target end point—SIP supports address resolution, name map
and call redirection.

• Determine the media capabilities of the target end point—Via Session Description Protocol (S
SIP determines the “lowest level” of common services between the end points. Conferences
established using only the media capabilities that can be supported by all end points.

• Determine the availability of the target end point—If a call cannot be completed because the t
end point is unavailable, SIP determines whether the called party is already on the phone or d
answer in the allotted number of rings. It then returns a message indicating why the target end
was unavailable.

• Establish a session between the originating and target end point—If the call can be completed
establishes a session between the end points. SIP also supports mid-call changes, such as
addition of another end point to the conference or the changing of a media characteristic or c

• Handle the transfer and termination of calls—SIP supports the transfer of calls from one end
to another. During a call transfer, SIP simply establishes a session between the transferee and
end point (specified by the transferring party) and terminates the session between the transfer
the transferring party. At the end of a call, SIP terminates the sessions between all parties.
1-1
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Conferences can consist of two or more users and can be established using multicast or multiple u
sessions.

Note The termconference means an established session (orcall) between two or more end
points. In this document, the terms conference and call are used interchangeably.

Components of SIP
SIP is a peer-to-peer protocol. The peers in a session are called User Agents (UAs). A user age
function in one of the following roles:

• User agent client (UAC)—A client application that initiates the SIP request.

• User agent server (UAS)—A server application that contacts the user when a SIP request is rec
and that returns a response on behalf of the user.

Typically, a SIP end point is capable of functioning as both a UAC and a UAS, but functions only
one or the other per transaction. Whether the endpoint functions as a UAC or a UAS depends on th
that initiated the request.

From an architecture standpoint, the physical components of a SIP network can be grouped into
categories: clients and servers. Figure 1-1 illustrates the architecture of a SIP network.

Note In addition, the SIP servers can interact with other application services, such as
Lightweight Directory Access Protocol (LDAP) servers, location servers, a database
application, or an extensible markup language (XML) application. These application
services provide back-end services such as directory, authentication, and billing services.

Figure 1-1 SIP Architecture
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SIP Clients

SIP clients include:

• Phones—Can act as either a UAS or UAC. Softphones (PCs that have phone capabilities inst
and Cisco SIP IP phones can initiate SIP requests and respond to requests.

• Gateways—Provide call control. Gateways provide many services, the most common being 
translation function between SIP conferencing endpoints and other terminal types. This func
includes translation between transmission formats and between communications procedure
addition, the gateway translates between audio and video codecs and performs call setup a
clearing on both the LAN side and the switched-circuit network side.

SIP Servers

SIP servers include:

• Proxy server—The proxy server is an intermediate device that receives SIP requests from a
and then forwards the requests on the client’s behalf. Basically, proxy servers receive SIP mes
and forward them to the next SIP server in the network. Proxy servers can providefunctions such
as authentication, authorization, network access control, routing, reliable request retransmission
security.

• Redirect server—Provides the client with information about the next hop or hops that a mes
should take and then the client contacts the next hop server or UAS directly.

• Registrar server—Processes requests from UACs for registration of their current location. Reg
servers are often co-located with a redirect or proxy server.

How SIP Works
SIP is a simple, ASCII-based protocol that uses requests and responses to establish communic
among the various components in the network and to ultimately establish a conference between t
more end points.

Users in a SIP network are identified by unique SIP addresses. A SIP address is similar to an e
address and is in the format of sip:userID@gateway.com. The user ID can be either a user name or a
E.164 address.

Users register with a registrar server using their assigned SIP addresses. The registrar server p
this information to the location server upon request.

When a user initiates a call, a SIP request is sent to a SIP server (either a proxy or a redirect se
The request includes the address of the caller (in the From header field) and the address of the in
callee (in the To header field). The following sections provide simple examples of successful,
point-to-point calls established using a proxy and a redirect server.
1-3
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Over time, a SIP end user might move between end systems. The location of the end user can 
dynamically registered with the SIP server. The location server can use one or more protocols
(including finger, rwhois, and LDAP) to locate the end user. Because the end user can be logge
more than one station and because the location server can sometimes have inaccurate informa
might return more than one address for the end user. If the request is coming through a SIP proxy s
the proxy server will try each of the returned addresses until it locates the end user. If the reque
coming through a SIP redirect server, the redirect server forwards all the addresses to the calle
Contact header field of the invitation response.

For more information, see RFC 2543—SIP: Session Initiation Protocol, which can be found at
http://www.faqs.org/rfcs/.

Using A Proxy Server
If a proxy server is used, the caller UA sends an INVITE request to the proxy server, the proxy se
determines the path, and then forwards the request to the callee (as shown in Figure 1-2).

Figure 1-2 SIP Request Through a Proxy Server

The callee responds to the proxy server, which in turn, forwards the response to the caller (as sho
Figure 1-3).
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Figure 1-3 SIP Response Through a Proxy Server

The proxy server forwards the acknowledgments of both parties. A session is then established be
the caller and callee. Real-time Transfer Protocol (RTP) is used for the communication between
caller and the callee (as shown in Figure 1-4).
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Figure 1-4 SIP Session Through a Proxy Server

Using a Redirect Server
If a redirect server is used, the caller UA sends an INVITE request to the redirect server, the red
server contacts the location server to determine the path to the callee, and then the redirect serve
that information back to the caller. The caller then acknowledges receipt of the information (as sh
in Figure 1-5).

42
87

3

User agents

Client

Server

User agents

Client

Server

IP-based
network

RTP

Ack

Ack

Proxy

Client Server

Redirect
1-6
Guide to Cisco Systems’ VoIP Infrastructure Solution for SIP

OL-1002-01



Chapter 1 Overview of the Session Initiation Protocol
How SIP Works

ld be
sends
etween
Figure 1-5 SIP Request Through a Redirect Server

The caller then sends a request to the device indicated in the redirection information (which cou
the callee or another server that will forward the request). Once the request reaches the callee, it
back a response and the caller acknowledges the response. RTP is used for the communication b
the caller and the callee (as shown in Figure 1-6).

Figure 1-6 SIP Session Through a Redirect Server
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SIP Versus H.323
In addition to SIP, there are other protocols that facilitate voice transmission over IP. One such pro
is H.323. H.323 originated as an International Telecommunications Union (ITU) multimedia stand
and is used for both packet telephony and video streaming. The H.323 standard incorporates m
protocols, including Q.931 for signaling, H.245 for negotiation, and Registration Admission and St
(RAS) for session control. H.323 was the first standard for call control for VoIP and is supported o
Cisco Systems’ voice gateways.

SIP and H.323 were designed to address session control and signaling functions in a distributed
control architecture. Although SIP and H.323 can also be used to communicate to limited intellig
end points, they are especially well-suited for communication with intelligent end points.

Table 1-1 provides a brief comparison of SIP and H.323.

Table 1-1 SIP versus H.323

Although SIP messages are not directly compatible with H.323, both protocols can coexist in the
packet telephony network if a device that supports the interoperability is available.

For example, a call agent could use H.323 to communicate with gateways and use SIP for inter
agent signaling. Then, after the bearer connection is set up, the bearer information flows betwe
different gateways as an RTP stream.

Aspect SIP H.323

Clients Intelligent Intelligent

Network intelligence
and services

Provided by servers (Proxy,
Redirect, Registrar)

Provided by gatekeepers

Model used Internet/WWW Telephony/Q.SIG

Signaling protocol UDP or TCP TCP (UDP is optional in
Version 3)

Media protocol RTP RTP

Code basis ASCII Binary (ASN.1 encoding)

Other protocols used IETF/IP protocols, such as
SDP, HTTP/1.1, IPmc, and
MIME

ITU / ISDN protocols, such as
H.225, H.245, and H.450

Vendor interoperability Widespread Widespread
1-8
Guide to Cisco Systems’ VoIP Infrastructure Solution for SIP

OL-1002-01


	1
	Overview of the Session Initiation Protocol

	Introduction to SIP
	Components of SIP
	Figure�1-1 SIP Architecture
	SIP Clients
	SIP Servers


	How SIP Works
	Using A Proxy Server
	Figure�1-2 SIP Request Through a Proxy Server
	Figure�1-3 SIP Response Through a Proxy Server
	Figure�1-4 SIP Session Through a Proxy Server

	Using a Redirect Server
	Figure�1-5 SIP Request Through a Redirect Server
	Figure�1-6 SIP Session Through a Redirect Server


	SIP Versus H.323
	Table�1-1 SIP versus H.323


